Enhanced security features with Google:
• Better spam and virus filtering
• Ability to check for suspicious account activity
• Optional two-factor authentication

Google is great for mobile devices!
• All devices used for work must meet UC & UCSC security requirements
• Tips for protecting mobile devices:
  its.ucsc.edu/security/stay-secure/minreq/mobile.html

Good security practices still apply:
• Encrypt highly sensitive information when storing or emailing it. This includes attachments.
• Ask ITS for assistance or alternatives

Contact the ITS Support Center for assistance:
itrequest.ucsc.edu • help@ucsc.edu • 459-HELP • 54 Kerr