Now is the perfect time to change passwords that don't meet UCSC's Password Standards!

- At least 8 characters long
- At least 3 of the following: upper case letters, lower case letters, numbers, special characters
- Less complex passwords should be longer
- Don't use a dictionary word, your username, child's name, pet's name, birthdays, abc123, password1, etc.

UCSC's Password Standards: its.ucsc.edu/policies/password.html

Contact the ITS Support Center for assistance:
itrequest.ucsc.edu • help@ucsc.edu • 459-HELP • 54 Kerr

Cyber Security at UC Santa Cruz: its.ucsc.edu/security