Report to Police
Immediately report lost or stolen devices to the police: Report to UCSC police for campus incidents and local police for off-campus incidents (phone is best).

Work for UCSC?
If you used the device for work, notify your supervisor and also report it to the ITS Support Center so they can help identify and address potential compromised accounts or data. Additional reporting information...

Phones
For phones, notify your cellular carrier -- see if they can deactivate the device.

Change Passwords
Change all passwords stored or used on the device, including email, backup services, shopping, banking, Snapchat, etc.

Notify Banks
Notify credit card companies and banks if you used the device for shopping or banking.

Tracking
Try to track its location, if possible.

Wipe the Device
Try remotely wiping the device if sensitive data or passwords were stored on it.

A Note on GPS and Bluetooth
While Location Services are convenient and can also help track your phone in case of loss or theft, you may be sharing information about your location when you post or when you connect to your online apps. Location information can also be embedded in pictures. It is a good idea to review the privacy settings on the sites and apps you use to see if you can limit who can see your location information.

Bluetooth is a helpful tool when connecting devices, but be sure to turn it off when leaving a device unattended. Even if the device is hidden, if Bluetooth is on, hackers may still be able to view a nearby device for a smash & grab using special software.