University of California Policies and Guidelines

Below are links to applicable UC security and privacy-related policies and guidelines:

- [Statement of Ethical Values and Standards of Ethical Conduct](http://www.ucop.edu/ucophome/policies/bfb/bfbis.html) (pdf)
- [Electronic Communications Policy](http://www.ucop.edu/ucophome/policies/bfb/bfbis.html)
  - IS-2: Inventory, Classification, and Release of University Electronic Information
  - IS-3: Electronic Information Security – includes UC’s Minimum Network Connectivity Requirements and security breach procedures
  - IS-11: Identity and Access Management
  - IS-12: Continuity Planning and Disaster Recovery
  - Section 4: RMP-4, Vital Records Protection
  - Section 7: RMP-7, Privacy of and Access to Information Responsibilities
- BFB BUS-80: Insurance Programs for Information Technology Systems
- BFB G-46, Guidelines for Purchase and Use of Cellular Phones and Other Portable Electronic Resources